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	Reason for change:
	Firstly the current version of 33.180 incorrectly refers to MCPTT architecture document 23.379 not the main MCX core architecture document 23.280. 

Secondly this CR also seeks to clarify the situation regarding an authentication method for an MC UE accessing MCX services over non-3GPP access types.

Currently majority of the Control Room MC UEs are connected to MCX system over non-3GPP fixed access types. It is currently unclear if the Control Room MC UEs which are natively non-SIM and always connected to the MCX sevices over fixed network should also use IMS-AKA as specified in clause 6.2.1

Our recent market study showed that almost all of the control room suppliers are implementing non IMS-AKA solution for SIP Core access authentication.


	
	

	Summary of change:
	This CR makes references to MCX core architecture document 3GPP TS 23.280. It also proposes that other SIP Core access authentication security mechanisms may be considered for Control Room MC UEs attached to the network over non-3GPP access routes.

	
	

	Consequences if not approved:
	33.180 will be referring to wrong architecture document. Also it will be ambiguous if the Control Room MC UEs connecting to MCX system over non-3GPP access types, can use other security mechanisms for SIP Core access authentication as specified 33.203 
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*******************************  First Change  ************************************

[bookmark: _Toc3886183][bookmark: _Toc26797549][bookmark: _Toc35353394][bookmark: _Toc44939367][bookmark: _Toc129942786]6.2	SIP
[bookmark: _Toc3886184][bookmark: _Toc26797550][bookmark: _Toc35353395][bookmark: _Toc44939368][bookmark: _Toc129942787]6.2.1	Authentication for SIP core access
This clause specifies the mutual authentication between the UE and the SIP core.
IMS AKA authentication shall be performed as specified in 3GPP TS 33.203 [6] for SIP core access. IMS AKA authentication mechanism as specified in 3GPP TS 33.203 [6] shall be performed irrespective of whether SIP core architecture is compliant with 3GPP TS 23.228 [15] or not. 
Authentication related information shall be provided by SIP database that may be part of the HSS or may be part of the MC service provider's SIP database depending on the SIP core deployment scenarios specified in 3GPP TS 23.280 [36] 23.379 [2].
Implementation options and requirements on the ISIM or USIM application to support SIP core access security are specified in 3GPP TS 33.203 [6].
MC UEs accessing MCX services over non-3GPP accesses (e.g., control room) may consider other authentication mechanisms that are specified in Annex N/O of 33.203 [6] for SIP Core access authentication. For such use cases, interface security is provided according to NDS/IP as specified in TS 33.210 [4], unless security is provided by other means. e.g., physical security.
Alternatively non-3GPP-only MC UEs not equipped with UICC may consider the IMC mechanism that is specified in clause 9 in 33.203 [6] for SIP Core access authentication.


